Abstract

Steganography is the science of hiding data by embedding it in cover files without altering it. The cover media may be text, image, voice or video streams in a digitized format. Steganography is used to prevent unauthorized users from becoming aware of the very existence of a message, let alone what it contains. These new techniques makes hidden message indistinguishable from the white noise. Even after suspicion of the presence of message, there is no proof of its existence. There are various methods to implement this, based on the cover file used. Image steganography is when an image is used as a cover file. Similarly, if video is used as the cover file, it is known as video steganography and similarly, text and audio techniques. The amount of data that can be effectively hidden in a given medium is restricted by the size of the medium itself. The fewer the constraints that exist on the integrity of the medium, the more potential it has for hiding data. This paper presents a survey on video steganography and its various techniques along with the applications, limitations and comparison.
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