Abstract

Protecting the hostile network environment is a very difficult task. Although, there is no way to protect the network for hundred percent accuracy, so many researches tried to achieve the best security mechanisms for long time. Among the security mechanisms, network intrusion detection system is one of the well-known. The performances of the network intrusion detection systems that are developed have produce so many false alarm. To improve this false alarm rate this research combines three algorithms which are Naïve Bayes, Decision Tree and k-NN. The results found from the experiment showed that the combined algorithm improve the accuracy of the network intrusion detection system by up to 5%.
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