Abstract

In Mobile Sensor Network, attacker can easily capture a node and compromise that sensor node and extract keying materials from that compromised node and make replicas of them. These replica node attacks are dangerous because they allow the attacker to leverage the compromise of a few nodes to exert control over much of the network. Then attacker use the replica node to inject fake data and disrupt the entire operations in the network. These Replica nodes are detected using System configure speed and neighbor identity method.
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