Abstract

The problem of secure data transmission on cloud environments is addressed in the proposed security model. The data security is quite important on cloud environments because they belong to the users. The security layer is defined or implemented between the cloud user and server end to ensure the security of data being exchanged between them. In this research, a key exchange scheme has been proposed to ensure the security of cloud platforms. The proposed model under this research project presents improved random key management architecture, which may be called efficient multi-level complex key sharing and authorizing model (EMCKS) for the cloud platforms. In particular, the proposed model allows only authorized applications and/or users to use the keys. Using simple devices, administrators can remotely issue authenticated commands to EMCKS and verify system output. In this research, we will develop the proposed scheme named EMCKS for corporate key management technique adaptable for the clouds by making it efficient and quicker. In addition, it also has to be improved to work with Cloud server and client nodes, which enforces the proposed scheme to create a secure environment based cloud platforms. The proposed scheme has been noticed providing hardened security than the other key management architectures as it is based on non-predictive key generation mechanism. The results have shown the effectiveness of the proposed model in terms of elapsed time.
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