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Abstract

Keeping a track of the nodes through which the packets are sent, the retransmission of packets within the network can be avoided. A new protocol called the MARK-TIME protocol is introduced to track the information and store it in common at the base station of the network. The distance of the node in the network is calculated along with the path, is used to transmit the message packets within the network. The detail of the packets and the path along which the data is transmitted is stored in the proxy server at the base station. In the case of delay or loss in communication, due to mobility of nodes in the network, it leads to loss of the receiving packets in the receiver (sink node). It sends a message to the proxy server, which tracks the node and provides efficient transmission without duplication of packets within the mobile network.
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