Abstract

Security is a major concern while sending and receiving sensitive data over web. This paper is aimed to design and develop a method to address this problem. The proposed method is based on Blowfish algorithm with enhanced features. It has been enhanced with a supplementary key approach to strengthen the security of image or any sensitive data which are communicated electronically. The proposed algorithm is developed and tested with different data sets. The performance of the proposed methods is measured in terms of time, space complexity and also security. The results are recorded and show better performance.
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