Abstract

Vehicular Ad Hoc Networks (VANETs) are the most popular application of wireless communication technologies. There are two types of communications i.e. vehicle to vehicle (V to V) and vehicle to road side units (V to RSU). To communicate with other vehicle or to receive services from Trusted authorities (TA) group communication can be held. The group key will be changed during member join into the group or member leave from the group to provide forward secrecy and backward secrecy. To reduce no of rekeying operation this paper proposed cyclic group key administration and provides security member join into the group or member leave from the group to provide forward secrecy and backward secrecy.
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