Abstract

Since the time of human development there has been a need to shield delicate data from falling into wrong hands. To accomplish this security human has depended on a branch of science known as morse alphabet. A few subsections of morse alphabet are accessible like, Multivariate morse alphabet, Quantum morse alphabet, DNA morse alphabet, Symmetric key morse alphabet, Visual morse alphabet, Steganography, and so on. This paper propose a quick, secure and straightforward enciphering conspire. The technique is appropriate for substantial record and additionally littler. In this paper the execution is contrast and the mainstream enciphering calculations and the outcome demonstrate that the suggested plan is all the more secure then other conventional enciphering plans. The suggested calculation is straightforward modular addition based calculation.
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