Abstract

This paper proposes a number of useful improvements to the Key-Chain-Web access control mechanism which expands the usability of the mechanism in different scenarios. The improved services shall demonstrate the flexible and adaptive nature of the mechanism achieved through the use of relationships within co-ordination among resources in cloud and grid systems to provide access control. The proposed additions are very easy to implement and augments the fundamental principle of co-ordination based access control inherent in it. The proposed services are generic in nature to suit the access control needs of any distributed environment.
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