Abstract

Cognitive radio (CR) is a promising technology in ad-hoc networks to solve the problems that result from the limited available spectrum and the inefficiency in the spectrum usage by utilizing the existing wireless spectrum advantageously. When the licensed primary user is not using the spectrum, the available channels are allocated for the unlicensed secondary users. An increasing numbers of security threats are being identified when the idea of cognitive radio becomes reality. One such threat is the possible presence of selfish secondary users who try to occupy all available channels. In this paper, an efficient selfish attack detection technique called Distributed Reaction Mechanism is introduced and implemented which results in enhanced detection rate.
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