Abstract

Phishing is fraud. In phishing the attacker tries to read or retrieve information of a person. In this technique, the target gets a massage that appears that it is sent by some known person or
reputed organization. On clicking the links in the message, it will install the malware on targeted
device which will direct the target to a malicious website set up to trick them into displaying their
personal and financial information, such as passwords credit card details. It is very much
popular with cyber-criminals. Because it is very easy to make someone into clicking malicious
link and get the details out of them rather than trying to seek through in someone’s
computer. The person who tries to do phishing use social networking sites and many other
sources of information to collect the information about the target’s personal history, their
activities.
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