Abstract

Now-a-days Smartphone has become common and are used by millions of people. As these
Smartphone provide a facility of custom built apps, many of the businesses are moving towards building apps. A lot of time and capital is being invested in developing these kinds of apps. However in order to reach out customers these apps are being built haphazardly. Poorly written apps pose the risk of exposing user data and breaching privacy. Development and maintenance of these apps is also required. Furthermore some apps are being built only because everyone is moving app-only. All this has made it difficult for a Smartphone user to keep track of different apps on his devices. This paper aims at creating a Meta-App which would act as supplant to all the redundant applications and will be based on intent publishing. A solution to provide fine control to the user over his data that is shared with the service providers and implement a Pull-based Approach.
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